1. 服务期内每季度对学校所属域名的网站、业务系统进行渗透测试和漏洞扫描，并提供相应的网络安全检测报告。
2. 服务期内协助学校完成一次网络安全应急演练，派驻两名工程师到现场参与，提供网络安全演练方案和报告。具体演练时间以学校通知为准。
3. 服务期内学校突发重大网络安全事件，需在1小时内安排工程师到场，并提供安全技术支撑。
4. 服务期内免费向学校提供网络安全建设方面的咨询服务。